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FORD OTOSAN
BILGIi GUVENLIGIi POLITIKASI
1. AMAC

Isbu Ford Otomotiv Sanayi A.S. Bilgi Giivenligi Politikasi’nin (Kisaca “Politika™) amaci, Ford
Otomotiv Sanayi A.S$.’nin (Kisaca “Ford Otosan™) bilgi sistemlerinin kurulmasi, isletilmesi,
yonetilmesi ve kullanilmasina iligskin; bilginin gizliliginin, biitiinliigiiniin ve gerektiginde erisilebilir
olmasinin saglanmasina yonelik bilgi giivenligi siireglerinin isletilmesi igin gerekli rollerin ve
sorumluluklarin tanimlanmasi, bilgi sistemlerine iliskin risklerin yonetilmesine dair siireglerin
olusturulmasi, kontrollerin tesis edilmesi ve gozetiminin saglanmasidir.

2. KAPSAM

Tiim Ford Otosan ¢aligsanlari, Ford Otosan Yetkili Servis ve Bayileri, Ford Otosan ile is yapan tedarikei,
miiteahhit, alt-isverenler ve diger icilincii taraflar ve bunlarin personelleri isbu Politika’nin
kapsamindadir.

3. TANIMLAR

Isbu dokiimanda bahsi gecen;

Ayricalikhh Kullanic1 / Ayricalikh Hesap (Privileged Account):Sistem ve giivenlik ayarlarinda
degisiklik yapma, kritik iglemleri yiiritme gibi yiliksek ayricalik gerektiren faaliyetlerin
gergeklestirilmesine izin veren kullanici hesaplarini,

Asgari Yetki Prensibi: Kullanicilara gdrevlerini yerine getirebilmeleri i¢in gerekli en diisiik erigim
seviyelerinin verilmesini amaglayan yetkilendirme yaklagimini,

Bilgi Giivenligi Yonetim Sistemi (BGYS): Ford Otosan’in hassas ve 6nemli bilgilerini yonetebilmek
amaciyla benimsenen sistematik bir yaklagimu,

Bilgi Giivenligi Forumu: Dijital Uriinler ve Servisler Lideri, DPS Giivenlik ve Risk Lideri, Altyap1 ve
Isletim Lideri, I¢c denetim Lideri, Kurumsal Risk Y&netimi Lideri, Kalite Platform Alani Lideri ve
BGYS kapsami igindeki bdliimlerin liderlerinin katilimiyla olusturulmus, Ford Otomotiv Sanayi A.S.
Bilgi Giivenligi Yonetim Sistemi Komitesi’ni,

Bilgi Sistemleri Giivenligi Sorumlusu: Teblig kapsaminda Ust Yonetim tarafindan gorevlendirilen
Ford Otosan Bilgi Sistemleri Giivenligi Sorumlusu,

Bilgi Teknolojileri ve Bilgi Giivenligi Thlal Yonetim Ekibi: Calisanlarin bilgi giivenligi ihlallerini
kaydeden ve inceleyen DPS Giivenlik ve Risk Ekibi, C6ziim Merkezi Uriin Sahibi, Altyap1 ve Isletim

Lideri’nden olusan Ford Otosan ekibini,

Bilgi/Bilgi Varhklari: Ford Otosan’a ait tiim bilgi ve bilginin kullanilmasi igin gerekli tiim elektronik
(yazilim, donanim, iletisim ve giivenlik altyapisi, arsiv sistemleri vb.) ve fiziksel (tesisler, odalar,
dolaplar vb.) ortamlar1 ve bilgiye erigen tiim ¢alisanlari,

Dijital Uriinler ve Servisler Lideri: Ford Otomotiv Sanayi A.S. Dijital Uriinler ve Servisler Lideri’ni

Cografi Ayrisma: Birincil ve ikincil sistemlerin ayni fiziksel risklere eszamanli maruz kalmamasi igin
farkli lokasyonlarda konumlandirilmasini,

Calisan(lar): Ford Otosan biinyesinde is s6zlesmesi ile ¢alisan tiim personeli,
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Erken Uyar1 Mekanizmalari: Yetkisiz erisim, olagandisi faaliyetler veya giivenlik tehditlerinin hizl
sekilde tespit edilmesine yonelik olarak kullanilan izleme ve alarm sistemlerini,

Felaket Kurtarma Testi (DR Testi): Felaket durumlarinda bilgi sistemlerinin yedek ortamlarda
calisabilirligini dogrulamak iizere gergeklestirilen planl test faaliyetlerini,

Ford Otosan: Ford Otomotiv Sanayi A.S.’yi,

Ford Otosan KVK Komitesi: 6698 sayili Kisisel Verilerin Korunmas1 Kanunu kapsaminda Dijital
Uriinler ve Servisler Lideri bagkanliginda olusturulan ve Dijital Uriinler ve Servisler Liderligi, Hukuk
ve Uyum Liderligi, i¢ Denetim Liderligi ve tiim departmanlarda atanan KVK sorumlularindan olusan
komiteyi,

Hizmet Envanteri: Bilgi sistemleri kapsaminda sunulan tiim hizmetlerin kapsami, bilesenleri, sahipligi
ve glivenlik siniflandirmasi ile kayit altina alindig1 envanteri,

Uciincii Taraflar: Ford Otosan Yetkili Servis ve Bayileri, Ford Otosan ile is yapan tedarik¢i, miiteahhit,
alt-igverenler, diger {igiincii taraflar ve bunlarmn personellerini,

Politika: Ford Otomotiv Sanayi A.S. Bilgi Giivenligi Politikasi’ni,

Siire¢ Envanteri: Bilgi sistemleri kapsamindaki is siireclerinin tanimlanarak dokiimante edildigi,
siniflandirildigr ve gilincel tutuldugu envanteri,

Teblig : 05.01.2018 tarihinde yayimlanan VII-128.9 sayili teblig ve 13.03.2025 tarihinde yiiriirlige
giren VII-128.10 sayili degisiklikler dahil olmak iizere Sermaye Piyasas1 Kurulu'nun Bilgi Sistemleri
Y 6netimine iliskin ilgili teblig ve diizenlemelerini

Ust Yonetim: Ford Otosan Yénetim Kurulu tarafindan yetkilendirilmis Ford Otosan Lideri ve Dijital
Uriinler ve Servisler Liderini,

Yonetim Kurulu: Ford Otosan Yo6netim Kurulu’nu,

ifade eder.
4. GENEL PRENSIPLER

Isbu Bilgi Giivenligi Politikasi;

a) Teblig ile halka acik sirketler i¢cin getirilen yilikiimliilikler dahil konuyla ilgili her tiirlii yasal
mevzuata, Ford Motor Company ve Kog¢ Toplulugu politikalarina uyum saglanmasini,

b) Bilgi ve Bilgi Varliklari’nm gizlilik, biitiinliik ve erisilebilirlik 6zelliklerinin korunmasini,(ayrica
bkz. Madde 9)

¢) Bilgi ve Bilgi Varliklari’na olan kontrolsiiz ve yetkisiz erisimlerin engellenmesini, (ayrica bkz.
Madde 8)

d) Bilgi ve Bilgi Varliklari’na yonelik risklerin tespiti, gerekli iyilestirme faaliyetlerinin diizenli ve
stirekli olarak yapilmasinin saglanmasini,

e) Bilgi teknolojileri altyapt ve uygulamalarinda is stirekliligini destekleyecek hizmetlerin
olusturulmasi ve devamliliginin saglanmasini, (ayrica bkz. Madde 11)

f) Bilgi giivenligi ihlallerini engelleyecek onlemlerin alinarak, kurumsal 6grenmenin saglanmasini,

g) Calisanlar’a ve 3. taraflara bilgi giivenligi konusunda farkindalik egitimleri verilmesi ve
bilinglendirilmesinin saglanmasini, ve
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h) Bilgi Giivenligi Y0onetim Sistemi’nin siirekli iyilestirilmesini,

taahhiit eder.

5.

SORUMLULUKLAR

5.1. Yonetim Kurulu

a)
b)
c)
d)

Bilgi Giivenligi Politikasi’nin onaylanmasi,

Politika kapsaminda bilgi sistemleri iizerinde etkin ve yeterli kontrollerin tesis edilmesi,

Bilgi giivenligi politikasinin uygulanmasindan sorumlu Ust Y6netim’in belirlenmest,

Bilgi sistemlerinin gelistirme, degisiklik veya edinimi faaliyeti boyunca, isin gelisimini takip
edebilmek i¢in hazirlanan proje gelisim raporlarinin onaylanmasi,

Yonetim Kurulu’nun sorumlulugundadir.

5.2. Ust Yonetim

5.2.1. Yoénetim Kurulu; Ford Otosan Lideri ve Dijital Uriinler ve Servisler Lideri’ni isbu Politika
kapsaminda Ust Yénetim olarak belirlemistir.

5.2.2. Ust Yonetim;

a)
b)

c)

d)

)

Yonetim Kurulu tarafindan onaylanacak Bilgi Giivenligi Politikasi’n1 hazirlamak,
Politika’nin uygulanmasini gézetmek,

Yeni bilgi sistemlerinin kullanima alinmasina iliskin kritik projelerin gdzden gecirilmesi ve
bunlara iligkin risklerin yonetilebilirligi g6z dniinde bulundurularak onaylanmast,

Bilgi giivenligi 6nlemlerinin uygun diizeye getirilmesi hususunda gereken kararlilig1 gostermek
ve bu amagla yiiriitiilecek faaliyetlere yonelik olarak yeterli kaynagi tahsis etmek,

Asgari olarak asagidaki faaliyetlerin yerine getirilmesini temin edecek mekanizmalar1 kurmak:

i.  Bilgi giivenligi politikalarinin ve tiim sorumluluklarin her yil gbzden gecirilmesi ve
onaylanmasi,

ii.  Bilgi sistemlerine ve siireglerine iliskin potansiyel risklerin etkileriyle birlikte tespit
edilmesi ve bu cercevede soz konusu risklerin azaltilmasina ydnelik faaliyetlerin
tanimlanmasini igeren risk yonetiminin gerceklestirilmesi,

iii.  Bilgi glivenligi ihlallerine iliskin olaylarin izlenmesi ve her y1l degerlendirilmesi,

iv.  Tim ¢alisanlarin bilgi giivenligi farkindaligin1 artirmaya yonelik ¢alismalarin yapilmast
ve egitimlerin verilmesi.

Bilgi sistemlerine iligkin risklerin yonetimi amaciyla tesis edilen siire¢ ve prosediirleri, Ford
Otosan’in organizasyonel ve yonetsel yapisi igerisinde fiili olarak isleyecek sekilde yerlestirmek
ve iglerligine iligkin gbzetim ve takipler gergeklestirmek,

Bilgi sistemleri giivenligine iliskin siire¢c ve prosediirlerin gereklerinin yerine getirilmesinden
ve takibinden sorumlu olan, bilgi sistemleri giivenligiyle ilgili riskler ve bu risklerin yonetilmesi
hususunda Ust Yonetime rapor veren ve yeterli teknik bilgi ve tecriibeye sahip bir Bilgi
Sistemleri Giivenligi Sorumlusu belirlemek,
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h) Risk onceliklerine gore tiim kritik is siire¢lerinin siirekliligini saglamak i¢in is siirekliligi plam
hazirlamak ve planda kritik is siireclerine iligkin kabul edilebilir kesinti siireleri ile kabul
edilebilir azami veri kaybini belirlemek,

i) Bilgi giivenligi politikas1 kapsaminda, bilgi sistemlerinden kaynaklanan giivenlik risklerinin
yeterli diizeyde yonetildiginden emin olmak i¢in, bilgi sistemlerinin ve iizerinde islenmek,
iletilmek, depolanmak iizere bulunan verilerin gizlilik, biitiinliik ve erisilebilirliklerini
saglayacak onlemlere iligkin kontrollerin gelistirilmesini, isletilmesini, giincelligini saglamak
ve gerekli yonetsel sorumluluklar: tanimlamak,

j)  Bilgi sistemleri kapsaminda dis kaynak yoluyla alinacak hizmetlerin doguracagi risklerin yeterli
diizeyde degerlendirilmesine, yonetilmesine ve dis kaynak yoluyla alinan hizmeti saglayan
kuruluslarla iligkilerin etkin bir sekilde yiiriitiilebilmesine olanak saglayacak bir gozetim
mekanizmasi tesis etmek, ve

k) Dis kaynakli hizmetlere iliskin gdzetim mekanizmasini (bkz. Madde 10) isletmek iizere yeterli
bilgi ve tecriibeye sahip sorumlulari belirlemek

hususunda sorumludur.
5.3. Bilgi Giivenligi Forumu
Bilgi Giivenligi Forumu, Ust Yonetim liderliginde;

a) Isbu Bilgi Giivenligi Politikas1 kapsamindaki uygulama esaslarinin belirlenmesi amaciyla alt
politikalar ile destekleyici diger standart ve siiregleri gozden gegirmek ve onaylamaktan,

b) Bilgi giivenligi gereksinimlerinin yerine getirilmesini takip etmekten,

¢) Sirket i¢i giivenlik ihlallerini tanimlamak ve bunlarin uygun disiplin kurallan ile kontrol
edilmesini saglamaktan,

d) Bilgi varliklarina yonelik risklerin kabul ediledilir seviyede tutulmasi i¢in gerekli caligmalari
planlayip hayata gegirmekten,

sorumludur.
5.4.Bilgi Sistemleri Giivenligi Sorumlusu

5.4.1. Ford Otosan Bilgi Sistemleri Gilivenligi Sorumlusu bilgi sistemleri i¢ kontrolii, denetimi,
yOnetigimi veya giivenligi alanlarinda teknik bilgiye ve en az 5 yil tecriibeye sahip olmalidir. Bilgi
sistemleri yonetimine iliskin gerekliliklerin yerine getirilmesinde herhangi bir operasyonel gorevi
olmamali ve dogrudan {ist yonetime bagli olarak ¢alismalidir.

5.4.2. Ford Otosan Bilgi Sistemleri Giivenligi Sorumlusu,
a) Bilgi giivenligi ile ilgili prosediir ve talimatlar1 olusturmak, onaya sunmak ve yayinlamaktan,

b) Bilgi sistemleri giivenligine iliskin siire¢ ve prosediirlerin gereklerinin yerine getirilmesinden
ve takibinden,

¢) Bilgi sistemleri giivenligiyle ilgili riskler ve bu risklerin yonetilmesi hususunda Ust Yénetim’e
2 ayda bir rapor vermekten,

d) Bilgi giivenligine iliskin siirecleri denetlemekten ve tespit edilen ihlalleri gerektiginde I¢
Denetim Liderligi ve Insan Kaynaklar: ve Doniisiim Liderligi 'ne iletmekten,

sorumludur.
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5.5. Cahsanlar

Caliganlar Bilgi Giivenligi Politika’si, ilgili Ford Otosan prosediirleri ve mevzuatta belirtilen bilgi
giivenligi kurallarina uymak, bilgi giivenligi ihlallerini Dijital Uriinler ve Servisler ve Bilgi Giivenligi
Ihlal Yonetim Ekibi’ne alert@ford.com.tr mail adresi kanali ile en kisa siirede bildirmek ile sorumludur.

5.6. Uciincii Taraflar

Ford Otosan ile olan is iliskileri sirasinda Ford Otosan’a ait her tiirlii Bilgi ve Bilgi Varliklari’n1 Ford
Otosan tarafindan belirlenen kriterlere uygun sekilde korumak ve talep edilen tedbirleri almakla,
karsilastiklar1 bilgi giivenligi eksik ve ihlallerini alert@ford.com.tr mail adresi iizerinden Ford Otosan’a
en kisa siirede bildirmek ile sorumludur.

6. RIiSK YONETIMi

Ford Otosan biinyesinde bilgi giivenligi risklerini belirlemek, siiflandirmak, gerekli risk azaltici
tedbirleri almak ve bu faaliyetleri takip etmek amaci ile, Kurumsal Risk Ydnetimi Siireci ile de uyumlu
olacak sekilde Ford Otosan BGYS Risk Yonetimi Prosediirii uygulanmaktadir.

Bilgi ve Bilgi Varliklari, kritiklikleri de g6z Oniine alinarak, tehditlerin etkileri ve bu tehditlerin
gerceklesme olasiliklart ile birlikte risk degerlendirmesi kapsaminda ele almir ve risk haritalar
olusturulur.

Risk haritalari, Kurumsal Risk Yonetimi Siireci g¢er¢evesinde diizenli olarak goézden gegirilir ve
Kurumsal Risk Yo6netim Komitesi i¢inde ele alinir.

7. BILGI VARLIGI, HIZMET VE SUREC ENVANTERLERI

Ford Otosan biinyesinde yer alan tiim Bilgi ve Bilgi Varliklari’nin; tanimi, sahibi, kullanicisi, giivenlik
sinifi, yedekleme bilgisi ve benzeri asgari unsurlari kapsayacak sekilde envanteri olusturulur ve giincel
tutulur.

Bilgi sistemleri kapsaminda sunulan tiim hizmetlere iliskin hizmet envanteri ile bilgi sistemleri
siireglerine iliskin siire¢ envanteri hazirlanir; s6z konusu envanterler diizenli araliklarla gozden
gegirilerek giincellenir.

Bu envanterlerin olusturulmasi, yonetimi ve giivenliginin saglanmasina yonelik yiikiimliiliikler ilgili
prosediirler ¢ergevesinde yerine getirilir.

8. ERISIM VE YETKILENDIRME YONETIMI

Ford Otosan bilgi sistemlerine erisimlerde, Teblig’in 11’inci maddesi uyarinca goérevler ayriligi ve
asgari yetki prensipleri uygulanir. Bu kapsamda, yetki tanimlama, yetki onay1 ve yetki kullanimi
siiregleri ile sistem gelistirme, test ve canli ortam faaliyetleri miimkiin oldugunca farkli kisi veya
birimler tarafindan yiiriitiiliir ve kritik islemlerin tek bir kisi tarafindan uctan uca gerceklestirilmesi
engellenir.

Kullanic1 yetkileri, is gerekliliklerine uygunlugu acgisindan diizenli olarak gozden gegirilir ve
giincellenir. Personelin gorev degisikligi veya ayrilist durumunda ilgili erisim yetkileri derhal
sonlandirilir.

Ortak, varsayilan veya paylasimli kullanict hesaplarinin kullanimi, zorunlu haller diginda engellenir;
mecburi durumlarda bu hesaplarin kullannmindan sorumlu kisiler agikg¢a belirlenir ve bu hesaplarla
gergeklestirilen tiim islemlerin denetim izleri (log) tutulur.

5/8


mailto:alert@ford.com.tr
mailto:alert@ford.com.tr

FORD OTOSAN

Kullanicilara lokal yonetici (admin) haklar verilmez; ancak is gerekcesi ve Bilgi Sistemleri Giivenligi
Sorumlusu’nun onayi ile gegici olarak taninabilir. Ayricalikli (privileged) islemler i¢in ayr kullanict
hesaplar1 kullanilir ve bu hesaplara iligkin faaliyetler kayit altina alinir.

Bilgi sistemlerinde gergeklesen olagandisi, beklenmeyen veya yetkisiz erisim girisimleri, erken uyari
mekanizmalar1 ve giivenlik kontrolleri {izerinden izlenir ve gerekli 6nleyici tedbirler alinir.

9. VERI GIZLIiLiGi VE KRiPTOGRAFi YONETIMIi

Ford Otosan bilgi sistemleri kapsaminda iletilen, islenen, saklanan ve erisilen tim verilere yonelik
gizlilik, biitiinliik ve erisilebilirlik ilkelerinin korunmasi esastir. Ozellikle hassas veriler ve miisteri
bilgileri, uygun kriptografik yontemler kullanilarak korunur.

Kriptografik kontrollerin uygulanmasinda giivenilirligi kanitlanmis ve giincel sifreleme algoritmalar
kullanilir; glivenligini yitirmis, kirilmis veya calinmis sifreleme anahtarlarina iligkin kullanim derhal
durdurulur.

Sifreleme anahtarlarinin olusturulmasi, saklanmasi, dagitimi, erisimi ve imhasi siirecleri kontrol altina
alinir; anahtar yonetimi, verinin ve ilgili operasyonun kritiklik seviyesine gore tanimlanan periyotlarda
diizenli olarak giincellenir ve denetlenir.

Veri giivenligine iliskin sorumluluklar ilgili prosediirler ¢ercevesinde tanimlanir ve bu alandaki
gerekliliklerin yerine getirilmesi Bilgi Sistemleri Glivenligi Sorumlusu tarafindan gozetilir.

10. DIS KAYNAKLI BILGI SISTEMi HIZMETLERi YONETIMi

Ford Otosan, bilgi sistemleri kapsamindaki dig kaynak kullanimi siireglerinde nihai sorumlulugun ve
karar alma yetkisinin kendisinde oldugunu garanti edecek sekilde gerekli yonetsel ve teknik tedbirleri
alir.

Dis hizmet alinacak kuruluslar ile s6zlesme yapilmadan 6nce; aday hizmet saglayicinin teknik altyapisi,
mali yeterliligi, bilgi glivenligi kontrolleri, insan kaynagi ve sektdrel tecriibesi degerlendirilerek bir
teknik yeterlilik raporu hazirlanir ve Ust Yonetim’in onayina sunulur.

Ust Yonetim, dis kaynakli kritik hizmetlerin performansini, giivenilirligini, giivenlik seviyesini ve is
siirekliligini izlemek iizere yeterli bilgi ve tecriibeye sahip sorumlular gérevlendirir. Bu sorumlular yilda
en az bir kez degerlendirme raporu hazirlayarak Ust Yonetim’e raporlama yapar.

D1s kaynak hizmet s6zlesmeleri asgari olarak Teblig’in 19/3 maddesinde belirtilen unsurlari igerecek
sekilde diizenlenir.

Dis kaynakli hizmetlerin konusuna gore veri mahremiyeti, mevzuat uyumu ve is sirekliligi
gereksinimleri g6z oniinde bulundurularak gerekli glivenlik kontrolleri saglanir.

11. iS SUREKLILiGi VE FELAKET KURTARMA YONETIMi

Ford Otosan; bilgi sistemlerinin kesintisiz ve gilivenli sekilde hizmet vermesini saglamak iizere is
siirekliligi ve felaket kurtarma planlar1 olusturur, giincel tutar ve uygulanmasini temin eder.

Birincil ve ikincil bilgi sistemleri altyapilari, dogal afetler ve ¢evresel felaketler basta olmak iizere ayni
risklere eszamanli maruz kalmayacak sekilde konumlandirilir ve gerekli cografi ayrigma saglanir.

Kritik bilgi sistemlerinin felaket durumlarinda yedek altyap1 {izerinden ¢aligtirilabilirligini dogrulamak
iizere yilda en az bir kez (gerektiginde daha sik) Felaket Kurtarma Testleri yapilir. Testlere iligkin:

e Test tarihi ve kapsami1
o Katilimcilar
e Uygulama sonuglari
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e Tespit edilen iyilestirme alanlari
kayit altia alimir ve Ust Yonetim’e raporlantr.

Test sonuglart dogrultusunda is siirekliligi ve felaket kurtarma planlar1 gerek goriildiigiinde revize edilir
ve yeni riskler dogrultusunda siirekli iyilestirilir.

12. VERI MERKEZIi VE SISTEM BARINDIRMA YONETIMi

Ford Otosan biinyesinde kullanilan bilgi sistemlerinin birincil ve ikincil altyapilari, is stirekliligi ve bilgi
giivenligi gereklilikleri dikkate alinarak konumlandirilir; bilgi sistemleri siirekliligine iligkin planlama
ve uygulamalar Teblig’in 6 ve 27°nci maddeleri kapsaminda yiiritiiliir.

VII-128.10 sayil1 Sermaye Piyasas1 Kurulu Bilgi Sistemleri Yonetimine Iliskin Usul ve Esaslar Teblig
uyarinca, halka acik ortakliklar igin bilgi sistemlerinin Tiirkiye Cumbhuriyeti sinirlar igerisinde
barindirilmast zorunlulugu bulunmamaktadir. Bu kapsamda Ford Otosan, operasyonel ihtiyaglari
dogrultusunda yurt i¢i veya yurt dis1 veri merkezi, co-location veya bulut hizmeti kullanimina yetkilidir.

Veri isleme ve depolama faaliyetlerinde; erisilebilirlik, giivenlik, uyum, kararhlik, veri biitiinliigli ve
kisisel verilerin korunmasi gereklilikleri esas alinir. Yurt disinda hizmet alinan durumlarda; veri
giivenligi, uyum, is siirekliligi ve felaket kurtarma tedbirleri ilgili prosediirler dogrultusunda tesis edilir
ve diizenli olarak gdzetilir.

13. STANDARTLAR

Ford Otosan Bilgi ve Siber Giivenligi Kontrol Standartlar1 dokiimani, bilgi giivenligi siireg, politika,
prosediir ve standartlar1 kapsamaktadir.

14. KiSIiSEL VERILERIN KORUNMASI

Isbu Politika ve ilgili Ford Otosan prosediirlerinin 6698 Sayili Kisisel Verilerin Korunmas1 Kanunu
hiikiimlerine, Ford Otosan Kisisel Verilerin Korunmasi Politikas1 ve Ford Otosan KVK Komite
Calisma Esaslar1 Talimati ile Teblig’in 18. Maddesinin ii¢lincii fikras1 uyarinca yiiriitiilmesi esastir.
Kisisel verilerin giivenligi icin alinmasi gereken teknik tedbirler konusunda Ust Yénetim ve Bilgi
Sistemleri Giivenligi Sorumlusu, Ford Otosan KVK Komitesi ile birlikte galisir.

15. DENETIM

Ford Otosan’in yaptigi denetlemeler veya bildirimler sonucunda bilgi giivenligi ihlaline iligskin tespit
edilen siipheli olay ve bulgular Ford Otosan /¢ Denetim Liderligi ve Bilgi Sistemleri Giivenligi
Sorumlusu ile birlikte degerlendirilir ve ihlal tespit edilmesi halinde /nsan Kaynaklart ve Déniisiim
Liderligi’ne 1ilgili disiplin prosediiriin isletilmesi amaciyla Bilgi Sistemleri Gilivenligi Sorumlusu
tarafindan uygun sekilde iletilir.

16. POLITIKA’NIN GUNCELLENMESI VE DUYURULMASI

Isbu Politika’nin degisen ihtiya¢ ve mevzuata gore giincellenmesinden Dijital Uriinler ve Servisler
Liderligi sorumludur. Politika yilda en az bir kere gozden gegirilir ve gerekli hallerde giincellenir.
Politika’nin giincel versiyonu ¢alisanlara ilan edilir. Sirket portalinda ve Sirket kurumsal web sitesinde
erisime agik hale getirilir.
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17. YURURLUK

Ik olarak 11.09.2013 tarihinde yiiriirliige giren isbu Bilgi Giivenligi Politikasi, degisen ihtiyaclar ve
mevzuat dogrultusunda revize edilerek 22.03.2021 tarihinde Y6netim Kurulu tarafindan onaylanmis ve
giincellenmistir.

Politika, son olarak 30.12.2025 tarihli ve 2025/33 sayil1 Y6netim Kurulu karart ile yeniden giincellenmis
olup, bu tarih itibartyla yiiriirliige girerek 6nceki tiim versiyonlarin yerine ge¢mistir.

Revizyon Tarih Aciklama

1 22.03.2021 Giincelleme

2 30.12.2025 Giincelleme
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